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Abstract:
Recent advance in Secure Multi-Party Computation (SMPC) and Homomorphic Encryption (HE) opened the way for several privacy preserving applications. However such techniques have high complexity and needs to be used in a clever way. In this seminar an introduction to the topic and some possible applications are provided, focusing principally in privacy preserving biometric authentication and privacy preserving consensus algorithm for decentralized information fusion.

The first application aims to solve privacy issues related to the use of user’s biometric in remote authentication protocols. Biometric data are inherent parts of a person’s body and cannot be replaced if they are compromised. Even worse, compromised biometric data can be used to have access to sensitive information and to impersonate the victim for malicious purposes. Processing biometric signals in the encrypted domain provides a secure and elegant way to overcome the aforementioned problems. Thanks to SMPC techniques, it is possible to carry out the match between any two biometric templates by working only on encrypted data, but the high complexity prevents their use in practical applications, hence a it is necessary that the underlying biometric processing algorithms and the STPC protocol are designed jointly by taking into account both the cryptographic and the signal processing facets of the problem.

The second application focuses on the protection of sensor privacy in distributed environments, where a central coordination node is missing. In the area of Internet of Thing (IoT), to deal with a large amount of information, and provide accurate measurements, service providers adopt information fusion, which can be performed by means of consensus algorithms. These algorithms allow distributed agents to (iteratively) compute linear functions on the exchanged data, and take decisions based on the outcome, without the need for the support of a central entity. However, data fusion raises several security concerns, especially when private or security critical information are involved in the computation. ODIN is a novel algorithm based on the popular consensus gossip algorithm that allows information fusion over encrypted data and prevents distributed agents have direct access neither to the data while they iteratively reach consensus, nor the final consensus value, but they can only retrieve partial information, e.g., a binary decision.
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